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1. Bevezeto rész

Az EUROPAI PARLAMENT ES A TANACS a természetes személyeknek a személyes adatok
kezelése tekintetében torténd védelmérol és az ilyen adatok szabad aramlasarol, valamint a
95/46/EK iranyelv hatalyon kiviil helyezésérol (altalanos adatvédelmi rendelet) sz6lo
2016/679 rendeletében (a tovabbiakban: GDPR), tovabbé az informacios onrendelkezési jogrol
és az informaciészabadsagrol szolé 2011. évi CXIL tdrvényben (a tovabbiakban: Infotv.)
foglaltakra figyelemmel a szemelyes adatok védelmének eljarasrendje az alabbiak szerint keril

megallapitasra.

Adatkezelé adatai:
név: Batyai Polgarmesteri Hivatal
székhely: 6351 Batya, Kossuth Lajos utca 20.
(a tovabbiakban: Hivatal, illetve Adatkezeld)

Adatvédelmi tisztviselo:
neve: Pukli Laszlé

e-mail: adatvedelem@isucomp.hu

Magyarorszag helyi 6nkorményzatairol sz016 2011. évi CLXXXIX. torvény 84.§ (1)
bekezdésében és a Batyai Polgarmesteri Hivatal Szervezeti €s Miikodési Szabalyzatdban
foglaltak szerint a Hivatal, mint Adatkezel6 ellatja:

e Batya Kozség Onkormanyzata (a tovabbiakban: Onkorményzat)

e Horvat Nemzetiségi Onkormanyzat Batya;

e Batyai Roma Nemzetiségi Onkorményzat

(a tovabbiakban Nemzetisegi Onkorméanyzatok)
és az Onkormanyzat, Nemzetiségi Onkormanyzatok képviselo-testiiletének a mikodésével és a
polgarmesterének, elndkeinek, a jegyzbjének a feladat- és hataskodrébe tartozo tigyek dontésre
torténd elokészitést és végrehajtasaval, gazdalkodasdval kapcsolatos feladatokat.
A Hivatal tovabba ellatja az :

e aBatyai Ovoda és Bolcsode;

e aBatya Kozség Egészségligyi és Szocialis Intézménye;

szervezeteinél a gazdalkodasi feladatokat.



2. Altaldnos rendelkezések

Az adatvédelmi és adatkezelési szabalyzat célja

Az Adatvédelmi és Adatbiztonsagi Szabalyzat (a tovabbiakban: Szabalyzat) célja biztositani a
Hivatal, valamint a feladatellatasaba utalt Onkorményzat és Nemzetiségi Onkorményzatok és
egy€b szervezeti egységek altal atadott és kezelt személyes adatok jogszabalyi eldirdsoknak
megfelelé védelmét. Meghatarozni a személyes adatok kezelésével Osszefiliggd adatvédelmi és
adatbiztonsagi szabdlyokat a személyes adatok kezelésével kapcsolatos szerepkoroket,
feladatokat, tevékenységeket és feleldsségi koroket. Mindezek 4ltal a Hivatal biztositani tudja
az altala kezelt személyes adatok a GDPR-ben és Magyarorszag Alaptorvényében foglalt

személyes adatok védelméhez fiizodé elbirasait,

A jelen szabalyzat célja tehat a természetes személyek adatainak kivetkezetes és magas szint(i
védelmének és az adatkezelés jogszerii biztositasanak a megszervezése ugy, hogy a Hivatalon
belul egységes adatvédelmi és adatbiztonsagi szemlélet alakuljon ki, amelyekkel a személyes

adatok biztonsagos kezelése megvaldsithato.

Kiilon szabalyzatban keriil meghatarozasra az Infotv altal meghatarozott kozérdek(i adatok
megismerésére vonatkozé rendelkezések a— Kozzétételi és publikalasi szabalyzat. Tovabba
jelen Szabdlyzat nem tartalmazza a kozszolgalati tisztviselokrdl szolé 2011. évi CXCIX
torvény 177.§ (4) bekezdése szerint megalkotand6 - Kozszolglati adatvédelmi szabalyzat -

tartalmi elemeit, mely a kozszolgélati tisztviselok személyi anyagéanak kezelésére vonatkozik.

A Szabalyzat hatalya

A Szabilyzat szervezeti hatilya

A Szabalyzat szervezeti hatélya kiterjed a Hivatal és az Hivatalt alapité Onkormanyzatra, és a

Nemzetiségi Onkormanyzatokra.



A Szabalyzat személyi hatalya

A Szabalyzat személyi hatélya kiterjed a Hivatallal munkaviszonyban, illetve munkavégzésre
iranyuld egyéb jogviszonyban 4ll6 termeszetes személyekre, a Hivatal valamennyi
koztisztviseldjére, ligykezeldjére, tovabba a polgarmesterre, az alpolgarmesterre, illetve
képviselo-testilleti és bizottsagi tagokra a Nemzetiségi Onkorményzatok —elndkére,

elndkhelyettesére és tagjara.

A Szabalyzat targyi hatalya

A Szabalyzat targyi hatalya kiterjed az Adatkezeld altal folytatott minden olyan adatkezelésre
és adatfeldolgozasra, amely természetes személy adataira vonatkozik, fliggetlenill attél, hogy
az adatkezelés, adatfeldolgozas teljesen vagy részben automatizalt eszkozzel vagy manualis

maddon torténik.

A Szabilyzat idébeli hatalya

A Szabalyzat idobeli hatdlya a hatalybalépés napjatol 2024. februar 20. napjatol, annak

visszavonasaig érvényes.

A Szabalyzat teriileti hatalya

A Szabalyzat teriileti hatalya az Adatkezeld székhelyén
Batyai Polgarmesteri Hivatal
székhelyén: 6351 Batya, Kossuth Lajos u. 20.

torténd adatkezelésekre terjed ki.

A szabdalyzat hatilya nem terjed ki

e Olyan személyes adatkezelésre, amely jogi személyekre vonatkoznak, beleértve a jogi
személy nevét és formajat, valamint a jogi szemely elérhetdségére vonatkozo adatokra;

o Az elhunyt személyekkel kapcsolatos személyes adatkezelésére;

e Az anonim informaciokra, azaz olyan informacidkra, amelyek nem azonositott vagy
azonosithatd természetes személyekre vonatkoznak, valamint az olyan szemelyes
adatokra, amelyeket olyan médon anonimizalnak, amelynek kovetkeztében az érintett

nem azonosithato.



Ertelmezé rendelkezések

Az értelmez6 rendelkezések tekintetében az Eur6pai Parlament és Tandcs 2016. aprilis 27-
1, a természetes személyek a személyes adatok kezelése tekintetében t5rténd védelmérdol és
az ilyen adatok szabad aramlésarol, valamint a 95/46/EK irdnyelv hatalyon kiviil

helyezésérdl sz616 2016/679 rendelete (a tovabbiakban: GDPR) 4. cikke az iranyado.

adatfeldolgozé: az a természetes vagy jogi személy, kézhatalmi szerv, ligyndkség vagy

barmely egyéb szerv, amely az adatkezelé nevében személyes adatokat kezel:

adatfeldolgozas: az adatkezel$ megbizasdbol vagy rendelkezése alapjan eljaré

adatfeldolgozo altal végzett adatkezelési miveletek Gsszessége;

adatkezel6: a személyes adatokon vagy adatallomanyokon automatizalt vagy nem
automatizalt modon végzett barmely miivelet vagy miiveletek Osszessége, igy a gylijtés,
rogzités, rendszerezés, tagolds, tarolds, atalakitas vagy megvaltoztatds, lekérdezés,
betekintés, felhasznalas, kozlés tovabbitds, terjesztés vagy egyéb mddon torténd
hozzaférhetové tétel utjan, Osszehangolas vagy 6sszekapesolas, korlatozas, térlés, illetve

megsemmisités;

adatkezelés: a személyes adatokon vagy adatdllomanyokon automatizalt vagy nem
automatizalt modon végzett barmely mivelet vagy miiveletek Osszessége, igy a gyiijtés,
rogzités, rendszerezés, tagolas, tarolas, atalakitds vagy megvaltoztatas, lekérdezés,
betekintés, felhasznalas, kozlés tovabbitds, terjesztés vagy egyéb mddon torténd
hozzaférhetové tétel utjan, 6sszehangolas vagy Osszekapcsolas, korlatozas, torlés, illetve

megsemmisités;

az adatkezelés korlatozasa: a tarolt adat zarolasa az adat tovabbi kezelésének korlatozasa

céljabdl torténd megjeldlése Gtjan;

adattovabbitas: az adat meghatarozott harmadik személy szamadra t6rténd hozzaférhetéveé

tétele;

adattorlés: az adat felismerhetetlenné tétele oly médon, hogy a helyreallitasa t5bbé nem

lehetséges:;

adatmegsemmisités: az adatokat tartalmazo adathordozo teljes fizikai megsemmisitése;



adatvédelmi incidens: az adatbiztonsag olyan sérelme, amely a tovabbitott, tarolt vagy mas
modon kezelt személyes adatok véletlen vagy jogellenes megsemmisiilését, elveszteset,
médosulasat, jogosulatlan tovabbitasat vagy nyilvanossagra hozatalat, vagy az azokhoz

val6 jogosulatlan hozzaférést eredményezi;

anonimizalas a GDPR alapjan: az adatok végleges megfosztasa személyes jellegiiktol ugy,
hogy kapcsolatuk az érintett személlyel mar nem allithatd helyre az Adatkezeld altal sem.
Az Adatkezeld sajat hataskdrben mérlegeli a kockazatokat és az alapjan dont arr6l, hogy

torlés helyett anonimizal;

slnevesités: személyes adat olyan médon torténd kezelése, amely - a személyes adattol
elkiilénitve tarolt - tovabbi informacio felhasznalasa nélkiil megallapithatatlanna teszi, hogy
a személyes adat mely €rintettre vonatkozik, valamint miiszaki és szervezési intézkedések
megtételével biztositja, hogy azt azonositott vagy azonosithato természetes személyhez ne

lehessen kapcsolni;

cimzett: az a természetes vagy jogi személy, illetve jogi személyiséggel nem rendelkezo
szervezet, aki vagy amely részére személyes adatot az adatkezeld, illetve az adatfeldolgozo

hozzaférhetove tesz,
Erintett: barmely informécié alapjan azonositott vagy azonosithato természetes személy;

Erintett hozzajarulasa: az Erintett akaratanak onkéntes, konkrét, megfeleld tajékoztatason
alapul6 és egyértelmii kinyilvanitasa, amellyel az Erintett nyilatkozat vagy a megerdsitést
félreérthetetlentiil kifejezd cselekedet utjan jelzi, hogy beleegyezését adja az Ot érintd

személyes adatok kezeléséhez;

harmadik személy: az a természetes vagy jogi személy, kdzhatalmi szerv, igyndkség vagy
barmely egyéb szerv, amely nem azonos az ¢rintettel, az adatkezelovel, az
adatfeldolgozoval vagy azokkal a személyekkel, akik az adatkezeld vagy adatfeldolgozo

kozvetlen iranyitasa alatt a személyes adatok kezelésére felhatalmazast kaptak;

hozzajarulason alapulo adatkezelés: az érintett akaratanak Onkéntes, konkrét €s
megfeleld tajékoztatason alapuld és egyértelmi kinyilvanitasa, amellyel az érintett
nyilatkozat vagy a megerdsitést félreérthetetleniil kifejezé cselekedet utjan jelzi, hogy

beleegyezését adja az 6t érintd személyes adatok kezeléséhez;



jogos érdek: az adatkezelés az adatkezeld vagy egy harmadik fél jogos érdekeinek

érvényesitéséhez sziikséges;

jogi Kkotelezettség: az adatkezelés az adatkezelére vonatkozd jogi kotelezettség

teljesitéséhez sziikséges:
nyilvanossagra hozatal: ha az adatot barki szamara hozzaférhetéve teszik;

profilalkotis: személyes adat barmely olyan - automatizalt médon torténé - kezelése,
amely az érintett személyes jellemzéinek, kiiléndsen a munkahelyi teljesitményéhez,
gazdasagi helyzetéhez, egészségi allapotéhoz, személyes preferenciaihoz vagy
erdeklddéséhez, megbizhatosagahoz, viselkedéséhez, tartozkodasi helyéhez vagy

mozgasahoz kapcsolodo jellemzdinek értékelésére, elemzésére vagy eldrejelzésére iranyul;

személyes adat: azonositott vagy azonosithatdo természetes személyre (,.érintett")
vonatkoz6 barmely informacio; azonosithat6 az a természetes személy, aki kozvetlen vagy
kdzvetett modon, kiilonosen valamely azonosit6, példaul név, szam, helymeghatérozé adat,
online azonositd vagy a természetes személy testi, fiziologiai, genetikai, szellemi,
gazdasagi, kulturalis vagy szocialis azonossagara vonatkozo egy vagy t6bb tényezé alapjan

azonosithato;

szerzodés teljesitése: az adatkezelés olyan szerzodés teljesitéséhez sziikséges, amelyben az
érintett az egyik fél, vagy az a szerz6dés megkdtését megeldzben az érintett kérésére torténd

lépések megtételéhez sziikséges;

tiltakozas: az Erintett nyilatkozata, amellyel személyes adatanak kezelését kifogasolja, és

az adatkezelés megsziintetését, illetve a kezelt adat torlését kéri;

Kapcsolédo jogszabilyok

® Magyarorszag Alaptorvénye;

e az Eurdpai Parlament és Tanics 2016. aprilis 27-i a természetes személyek a
szemelyes adatok kezelése tekintetében torténd védelmérsl és az ilyen adatok
szabad dramlasarol, valamint a 95/46/EK iranyelv hatalyon kiviil helyezésérél

sz016 20165/679 rendelete (GDPR);



e az informacios onrendelkezési jogrol €s az informacioszabadsagrol szolo 2011.
évi CXIL toérvény (Infotv.);

e az éltaldnos kozigazgatasi rendtartasrol szolo 2016. évi CL. torvény (Akr.);

o Polgari Torvénykdnyvrol szol6 2013. évi V. torvény. (Ptk.);

e amunka torvénykonyvérdl szolo 2012. évi L. torvény. (Mt.);

e az elektronikus {igyintézés és bizalmi szolgaltatasok altalanos szabalyair6l szolo
2015. évi CCXXIL. tv. (Etv.);

e az elektronikus ligyintézés részletszabdlyairdl szolo 451/2016. (X11.19.) Korm.
rend.;

o 2 kéziratokrol, a kozlevéltarakrol és a maganlevéltari anyag védelmérol szolo

1995. évi LXVI torvény.

3 Az adatkezelés jogszeriiségének biztositasa

Adatkezelés jogalapja

Az adatkezelés jogalapjanak helytalld meghatarozasa €s a kivalasztott jogalaphoz tartozo
tovabbi feltételek teljesitése a jogszert adatkezeles clofeltétele. A jogszeriiség kovetelmeénye
tehat sziikebben véve a megfeleld adatkezelési jogalap meglétét feltételezi, tagabban
értelmezve pedig azt jelenti, hogy a személyes adatok kezelésére csak az adott adatkezelési

jogalapra vonatkozo jogszabalyokkal 0sszhangban kertilhet sor.

A Hivatal az ltala végzett tevékenységre tekintettel az Erintettek személyes adatai tekintetében
az alabbi fobb jogalapok koziil vélaszthat az adatkezelés jellegének és koriilményeinek

megfelelden.

e Az Erintett nkéntes hozzajarulasa esetén az adatkezelés jogalapja a GDPR 6. cikk
(1) bekezdés a) pontja. Ebben az esetben ez az dnkéntes hozzajarulas teremti meg

az Adatkezeld szamara a jogalapot.

Az Erintett hozzajarulasan alapul6 adatkezeléshez az sziikséges, hogy az Erintett a sajat akaratat
nyilatkozata vagy a megerdsitést félreérthetetleniil kifejezd cselekedete utjan dnkéntesen és
egyértelmiien kinyilvanitsa, és ezaltal kifejezett hozzajarulasat, beleegyezését adja az 06t érinto

adatkezeléshez. Fontos szempont tovabba, hogy a hozzajarulast konkrét és megfelel6
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tajékoztatas elézze meg, azaz az Erintett a szitkséges informaciok ismeretében dénthessen arrol,
hogy meg kivanja-¢ adni a hozzajarulasat, és tisztaban legyen azzal, hogy pontosan mihez is

jérult hozza.

Az Erintett személyes adatai az Erintett kifejezett hozzajarulasa hianyaban is kezelhetéek, ha:

® az adatkezelés olyan szerzédés teljesitéséhez sziikséges, amelyben az Erintett az
egyik fél, vagy a szerzédés megkdtését megelézéen az Erintett kérésére torténd
lépések megtételéhez sziikséges; [GDPR 6. cikk (1) bekezdés b) pont].

® az adatkezelés az Adatkezel6re vonatkozd jogi kotelezettség teljesitéséhez
sziikséges; [GDPR 6. cikk (1) bekezdés c) pont].

e az adatkezelés az Erintett vagy egy masik természetes személy létfontossagn
érdekeinek védelme miatt sziikséges; [GDPR 6. cikk (1) bekezdés d) pont].

e az adatkezelés kozérdekii feladat végrehajtdsahoz sziikséges, /[GDPR 6. cikk (1)
bekezdés e) pont]. vagy

e az adatkezelés az Adatkezel vagy egy harmadik fél jogos érdekeinek
érvényesitéséhez sziikséges, kivéve, ha ezen érdekekkel szemben elsébbséget
élveznek az Erintett olyan érdekei vagy alapvet Jjogai és szabadsagai, amelyek

személyes adatok védelmét teszik sziikségessé. [GDPR 6. cikk (1 ) bekezdés f) pont].

A Hivatalnal térténé személyes adatok kezelésének az adatkezelés jogalapja az esetek jelentos
részben jogi kotelezettség teljesitése, illetve kézérdekii feladat végrehajtasa. Az Adatkezels az
Erintetteket az Adatkezelési tajékoztatokban tajékoztatja az adatkezelés jogalapjarol, a kezelt
személyes adatok korérdl, az adatkezelés idejérdl és egyéb, az Erintettet érintd adatokr]. Az

Adatkezelési tajékoztatok korlatozas nélkiil hozzéférhetoek az Onkormanyzat honlapjan.

Kiilonleges adatok

A természetes személyeket megilletd alapvetd jogok és szabadsagok miatt a kiilonleges adatok
természetiiknél fogva érzékeny és kockazatot Jelenté adatok, melyek megkiilonboztetett
vedelmet igényelnek. A Hivatal az Erintettek kiilonleges adatait — ideértve elsésorban az
egeszségligyi, faji, politikai véleményére utalé adatait, vallasi, vilagnézeti, genetikai, szexualis
€letére, iranyultsagara vonatkozo szemelyes adatait vagy szakszervezeti tagsagra utal6 adatait

— alap esetben nem kezeli - , csak az alabbi célbol, illetve jogalap alapjan:
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GDPR 9. cikk (2) bek. a) pontja: Az Erintett hozzajarulast adhat szemclyes
adatainak kezelés¢hez. Ha az Erintett a hozzajarulasat onkéntes alapon adja meg,
jogosult azt barmikor visszavonni. A visszavonas az azt megeldzden végrehajtott
adatkezelés jogszerliségét nem érinti.

GDPR 9. cikk (2) bek. b) pontja: az adatkezelés az Adatkezelonek vagy az
Erintettnek a foglalkoztatast, valamint a szocidlis biztonsagot és szocialis védelmet
szabalyozo jogi el6irasokbdl fakadéd kotelezettségei teljesitése és konkrét jogai
gyakorlasa érdekében sziikséges, ha az Erintett alapvetd jogait és érdekeit védo
megfeleld garanciakrol is rendelkez6 unios vagy tagallami jog, illetve a tagallami
jog szerinti kollektiv szerz6dés ezt lehetdvé teszi.

GDPR 9. cikk (2) bek. ¢) pontja: az adatkezelés az Erintett vagy mas természetes
személy 1étfontossagh érdekeinek védelméhez sziikséges, ha az Erintett fizikai vagy
jogi cselekvOképtelensege folytan nem képes a hozzajarulasat megadni.

GDPR 9. cikk (2) bek. e) az adatkezelés olyan személyes adatokra vonatkozik,
amelyeket az Erintett kifejezetten nyilvanossgra hozott;

GDPR 9. cikk (2) bek. f) az adatkezelés jogi igények megallapitasahoz,
érvényesitéséhez, illetve védelméhez szikséges, vagy amikor a birdsagok
igazsagszolgdltatasi feladatkoriikben jarnak el

GDPR 9. cikk (2) bek. g) pontja: az adatkezelés jelentds kozérdek miatt sziikséges,
uniés jog vagy tagallami jog alapjan, amely aranyos az elérni kivant céllal,
tiszteletben tartja a személyes adatok védelméhez valo jog lényeges tartalmat, €s az
Frintett alapvetd jogainak €s érdekeinek biztositasara megfeleld és konkrét
intézkedéseket ir elo;

GDPR 9. cikk (2) bek. h) pontja: az adatkezelés megel6zo egészségiigyl vagy
munkahelyi egészségiigyi célokbdl, a munkavéllalé munkavégzési képességének
felmérése, orvosi diagnozis felallitasa, egészségligyl vagy szocidlis ellatas vagy
kezelés nyujtasa, illetve egészségligyl vagy szocialis rendszerek és szolgaltatasok
iranyitasa érdekében szilkséges, unids vagy tagallami jog alapjan, vagy

egészségligyi szakemberrel kotott szerz6dés értelmében.
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4. Az adatvédelem szervezete, szerepkiorik, feladatok és feleléségek

A Jegyzé

Feliigyeli és iranyitja a Hivatal személyes adatok kezelésére vonatkozo jogszabalyban

meghatdrozott kételezettségeinek teljesitését, az adatvédelmi feladatok ellatasat.

Gondoskodik az Adatvédelmi és Adatbiztonsagi Szabalyzat elkészitésérdl és kiadasarol,

kozzétételérdl és megismertetésérdl.

Gondoskodik arr6l, hogy az adatkezelési miiveletekben kozremlik6dé alkalmazottak
adatvédelmi ismereteinek bévitése és tudatossagnévelése munka- illetve feladatkoriknek

megfelelden megtorténjen.

Gondoskodik az adatvédelmi eléirasok betartasahoz kapcsolodd ellen6rzés modszereinek,

eszkozeinek kialakitdsardl és mikodtetéserdl.

Gondoskodik arrdl, hogy kellé idében bevonja az adatvédelmi tisztvisel6t valamennyi, a
személyes adatok védelmét érinté dontés elékészitésébe, valamint biztositja az adatvédelmi
tisztviseld szdmara mindazon feltételeket, jogosultsdgokat és eréforrasokat, tovabba
hozzéaférést biztosit mindazon adatokhoz és informaciokhoz, amelyek az adatvédelmi

tisztvisel6 altal ellatando feladatok végrehajtaséhoz sziikségesek.

Tajékoztatja a feliigyeleti hatésagot (NAIH: Nemzeti Adatvédelmi és Informécidszabadsag
Hatdsag; a tovabbiakban: Hatsag) az adatvédelmi tisztviseld neveérdl, postai és elektronikus
levélcimérdl, ezen adatok véltozasar6l, valamint gondoskodik ezen adatok naprakész

allapotban t6rténé nyilvanossagra hozatalarol.

Gondoskodik az utjonnan bevezetésre keriilé adatkezeléssel kapcsolatos adatvédelmi
hatasvizsgalat lefolytatasarol. A hatasvizsgalat eredmenye altal indokolt esetben kezdeményezi

a Hatosagndl a tervezett adatkezeléssel kapcsolatban az elézetes konzulticiot.

Gondoskodik a Hivatal altal, illetve a megbizasabol vagy rendelkezése alapjan eljaro
adatfeldolgozo éltal kezelt adatokkal Osszefliggésben felmeriilt adatvédelmi incidens Hatdsag

szamara tortén6 bejelentésérdl, valamint az érintettek megfeleld tajékoztatasarol.

A Hivatal altal végzett adatkezelési miiveletek Jogszerliségével kapcsolatos eljarasok
lefolytatasara jogosult szervek és személyek tevékenységét koteles el6segiteni, résziikre az

eljarasuk lefolytatasahoz sziikséges tajékoztatast kiteles megadni.

Intézkedik a Hatésagtol érkez6 megkeresések, ajanlasok, illetve Javasolt intézkedések iigyében.
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Az adatvédelmi tisztviseld

Az adatvédelmi tisztviseld elésegiti a Hivatal személyes adatok kezelésére vonatkozo

jogszabalyban meghatarozott kotelezettségeinek teljesitését, igy kiilonosen:

o a személyes adatok kezelésére vonatkozo jogi el6irasokrol naprakész tajékoztatast
nyjt és azok érvényesitésének moédjaival kapcsolatban tanacsot ad, javaslatot tesz
a Jegyzb és az adatkezelési miiveleteket végz6 alkalmazottak részere;

e folyamatosan figyelemmel kiséri és ellenérzi a személyes adatok kezelésére
vonatkozo jogi eldirasokat, igy killondsen a jogszabalyok és jelen Szabalyzat
cldirasainak érvényesiilését, ennek keretei kozott az egyes adatkezelési
miiveletekhez kapcsolodd egyértelmii  feladatmeghatarozast, az adatkezelési
miiveletekben kozremiikodé alkalmazottak adatvédelmi ismereteinek bovitését €s
tudatossagnovelését, valamint a rendszeres idékozonként lefolytatando vizsgalatok
megvalosulasat;

o elosegiti az Erintettet megilletd jogok gyakorlasat, igy kiilonosen kivizsgalja az
Erintettek panaszait és kezdeményezi a Jegyzonél a panasz orvoslasahoz sziikséges
intézkedések megtételét;

o szakmai tanicsadassal el6segiti és figyelemmel kiséri az adatvédelmi hatasvizsgalat
lefolytatasat;

o egyiittmikddik az adatkezelés jogszeriiségével kapcsolatos eljarasok lefolytatasara
jogosult szervekkel és személyekkel, igy kiildnosen kapcsolatot tart a Hatosaggal az
clézetes konzultacio és a Hatosag altal lefolytatott eljarasok elosegitése érdekében;

o kozremikodik az adatvédelmi és adatbiztonsagi szabalyzat megalkotasaban €s
felilvizsgalataban;

e oktatasi iitemtervet allit §ssze, melyet a Jegyz6 hagy jova.

Az adatvédelmi tisztviseld jogviszonyéanak fenndllasa alatt €s annak megsziinését kovetden is
megérzi a tevékenységével, annak ellatasaval kapcsolatban tudomasara jutott személyes adatot,
minésitett adatot, illetve torvény altal védett titoknak és hivatas gyakorlasahoz kotott titoknak
minésiilé adatot, valamint minden olyan tovébbi adatot, tényt vagy koriilményt, amelyet a

Hivatal nem koteles torvény eléirasai szerint a nyilvanossag szamara hozzaférhet6vé tenni.
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Az adatkezelést, adatfeldolgozast végzé alkalmazott

A Hivatal munkatérsai, alkalmazottai és az adatkezelésben érintett tisztségviselk, munka-
illetve feladatkoriikon beliil feleldsek a személyes adatok jelen Szabalyzat el6irasainak
megfeleld, jogszerti és biztonsagos kezeléséért. Gondoskodni koteles az altala kezelt személyes
adatok jogosulatlan hozzaférés elleni védelmérol, kiillonosen arrol, hogy azok az Erintett erre

irdnyul¢ kifejezett akarata hianyaban ne valhassanak nyilvanosan hozzaférhetévé.

Kaoteles megorizni a feladata ellatasa soran az adatkezeléssel, adatfeldolgozassal kapcsolatban

birtokaba keriilt informéciok bizalmassagat.

Részt vesz az adatkezeléssel, adatvédelemmel Osszefliggo - a Hivatal altal biztositott szakmai

képzéseken.

Koételes megtagadni minden olyan utasitis végrehajtasat, amely ellentétes az adatkezelésre,

adatvédelemre vonatkozé jogszabilyok, illetve jelen Szabalyzat el6irasaival,

A munkavégzése soran észlelt adatvédelmi incidenst haladéktalanul kételes jelezni a

Jegyzonek.

5. Az adatkezelés szabdlyai

Az adatvédelem alapelvei

Az Adatkezel$ a személyes adatok kezelése soran az alibbi elveket alkalmazza, illetve azok

betartasa érdekében az alabbi intézkedéseket teszi:

e Jogszeriiség, tisztességes eljirds és atlathatésig: A személyes adatok kezelését
Jogszerlien és tisztességesen, az Erintett szamara atlathaté modon kell végezni. A
szemelyes adatok kezelésekor a természetes személyek szdmara atlathatova kell
tenni a rdjuk vonatkozo személyes adataik gyiijtésének és felhasznalasanak modjat,
mikéntjét, az adatok kezelésének mértekét, tovabba az azokba vald betekintés
lehetdségét és modjat. Az atlathatésag elve megkoveteli, hogy a személyes adatok
kezelésével osszefiiggs tajékoztatds, illetve kommunikacio kdnnyen hozzaférhets
es kozérthetd legyen, valamint, hogy azt vildgosan és egyszerlii nyelvezettel

fogalmazzék meg. Annak biztositasa érdekében, hogy a személyes adatok kezelése
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az FErintett szamara atlathaté legyen, az Adatkezelé korlitozismentesen
Adatkezelési tajékoztatot tesz kozzé az Onkormanyzat honlapjan, melyet két
évente feliilvizsgal és a feliilvizsgalat eredményének megfelelden azt sziikség
szerint médositja.

Célhoz kotottség: A személyes adatok gytjtése csak meghatarozott, egyértelmi €s
jogszerti célbol torténhet. A személyes adatok nem kezelhetok ezekkel a célokkal
6ssze nem egyeztethetd modon. Annak biztositasa érdekében, hogy a személyes
adatok kezelése csak az adott célhoz kotott legyen, az Adatkezeld az altala kezelt
adatok célhoz kotottségét rendszeresen ellenérzi és a célhoz kotottség elvének
megfeleléen az adatokat modositja, torli.

Adattakarékossag: A szemelyes adatoknak az adatkezelés celja szempontjabol
megfelelonek €s relevansnak kell lenniiik, valamint csak a sziikségesre szabad
korlatozodniuk. Annak biztositasa érdekében, hogy a személyes adatok kezelése
csak a szikséges mértékli legyen, az Adatkezeld a kezelt adatokat, azok
relevanciajat rendszeresen felilvizsgalja és a feliilvizsgalat eredményének
megfeleléen az adatokat modositja, torli.

Pontossag: A személyes adatoknak, pontosnak és szikség esetén naprakésznek kell
lenniiik, azaz minden ésszerl intézkedést meg kell tenni annak érdekében, hogy az
adatkezelés céljai szempontjabol pontatlan szemelyes adatokat haladéktalanul
toroljék vagy helyesbitsék. Annak biztositasa érdekében, hogy a személyes adatok
megfeleld pontossaguak legyenek, az Adatkezeld a kezelt adatokat, azok
pontossagat folyamatosan ellenérzi és az ellendrzés eredményeként sziikség szerint
az adatokat modositja, torli.

Korlatozott tarolhatosag: A személyes adatok tarolasinak olyan formaban kell
térténnie, amely az érintettek azonositasat csak a személyes adatok kezelése céljain
cléréséhez szitkséges ideig teszi lehetove. A személyes adatok ennél hosszabb ideig
t5rténd tarolasara csak akkor keriilhet sor, amennyiben a személyes adatok kezelése
ezt kovetben is igazolhatéan sziikseges. Annak biztositasa érdekében, hogy a
személyes adatok tarolasa a sziikséges id6tartamra korlatozodjon az Adatkezeld
minden adatkezelése tekintetében adattorlési hataridot allapit meg az iratkezelési
szabalyzataban.

Integritas és bizalmas jelleg: A személyes adatok kezeleset oly modon kell

végezni, hogy megfeleld technikai vagy szervezési intézkedések alkalmazasaval
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biztositva legyen a személyes adatok megfeleld biztonsaga, az adatok Jjogosulatlan
vagy jogellenes kezelésével, véletlen elvesztésével, megsemmisitésével vagy
kdrosoddsaval szembeni védelmet is ideértve. Az Adatkezels az
Informécidbiztonsagi Felelds kézremikodésével rendszeresen feliilvizsgéljsk az
adatszivargas megel6zésére tett szervezesi, technikai intézkedések megfeleloségét.
* Elszamoltathatésag: Az Adatkezelé az adatkezeléssel kapcsolatos valamennyi
iratt a tanusitott iktatasi rendszerben iktatja, helyreallithat formatumban. Az egyes
adatkezeléssel kapcsolatos iratokat a feladatellatdsi  helyen (székhelyen,

kirendeltségen) és azok irattaraban 6rzi.

Alapértelmezett adatvédelem

A Hivatal az adatvédelmi alapelvek teljesiilését, az adatkezelés jogszeriiségét, az Frintettek
alapvet6 jogainak érvényesiilését és személyes adataik megfelelé védelmét Jelen Szabalyzatban
meghatérozott intézkedésekkel, azok kévetkezetes betartasaval, betartasanak ellenérzésével,
valamint az intézkedések vegrehajtasaval megbizott alkalmazottak feladatainak, hataskorének
felelésségével és be-, illetve elszamoltathatésaganak szabalyozottsdgaval biztositja, s ezek

figyelembe vételével jar el az adatkezelési miveletek végzése folyaman. (Privacy by default™)

Az Erintett jogai érvényesiilésének biztositasa

Elézetes tajékoztatishoz valé jog

A GDPR (60) preambulum bekezdése crtelmében a tisztességes és atlathaté adatkezelés elve
megkoveteli, hogy Erintett tajékoztatast kapjon legalabb az adatkezelés tény€rol és céljarol. Az
Adatkezel6 a személyes adatkezelést megelézGen az Onkorményzat honlap elérhetéségén
korlatozasmentesen Adatkezelési tajékoztatd formajaban tdjékoztatja az Erintetteket a GDPR
13 cikkében felsorolt informaciokrol (pl. adatkezelés céljarol, az adatkezelés jogalapjarol, a
személyes adatk cimzettjei vagy a cimzettek kategoriairdl...) Az Adatkezel6 az Adatkezelési

tdjékoztatokat rendszeresen feliilvizsgalja és fissiti.
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Hozzaféréshez valo jog

A hozzéaféréshez valé jog érvényesiilése ¢érdekében az Erintettet kérelmére az Adatkezeld
tajékoztatja arrdl, hogy személyes adatait az Adatkezeld, illetve a megbizasabodl vagy

rendelkezése alapjan eljard adatfeldolgozé kezeli-e.

Ha az Erintett személyes adatait az Adatkezel6 vagy a megbizasabol vagy rendelkezése alapjan
eljaro adatfeldolgozo kezeli, az Adatkezel6 az Erintett kérelmére rendelkezésére bocsatja az
Adatkezeld altala és a megbizasabol vagy rendelkezése alapjan eljaro adatfeldolgoz6 altal

kezelt személyes adatait és kozli vele

o akezelt személyes adatok forrasat;

o az adatkezelés céljat és jogalapjat;

e akezelt személyes adatok korét;

e a kezelt személyes adatok tovabbitasa esetén az adattovabbitas cimzettjeinek —
ideértve a harmadik orszagbeli cimzetteket és nemzetkozi szervezeteket — korét;

e a kezelt személyes adatok megdrzésének id6tartamat, ezen idOtartam
meghatarozasanak szempontjait;

e az Erintettet a hatalyos jogszabalyi el6irasok alapjan megilletd jogok, valamint azok
érvényesitése modjanak ismertetéset;

o profilalkotas alkalmazasanak esetén annak tényeét €s

o az Erintett személyes adatainak kezelésével dsszefiiggésben felmeriilt adatvédelmi
incidensek bekovetkezésének koriilményeit, azok hatdsait s az azok kezelésére tett

intézkedéseket.

Jogszabalyi eldirason alapul6, kotelezd adatkezelés esetén az Erintett személyes adataihoz valo
hozzaférési joganak érvényesiilését a Hivatal elsédlegesen a betekintési jog gyakorlasanak
biztositasaval garantdlja, amennyiben azt mas jogszabaly alapjan kozfeladatot ellatd szerv

intézkedése vagy hatarozata nem zarja ki (pl.: adatok zart kezelése, betekintési jog korlatozasa).

Az Erintett betekintési joganak gyakorlasa, illetve a személyes adatot tartalmazo iratrol térténd
masolatkészités és kiadds soran egyarant gondoskodni kell arrol, hogy annak folyaman masok
személyiségi joga ne sériilhessen.

A tajékoztatas teljesitésect a Hivatal az elémi kivant céllal aranyosan késleltetheti, a tajékoztatas
tartalmat korlatozhatja vagy tajékoztatast mellézheti, ha ezen intézkedések elengedhetetlentil

szitkségesek:
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° azaltala vagy részvételével végzett vizsgalatok vagy eljarasok — pl. blintetdeljaras—
hatékony és eredményes lefolytatasanak;

® abilincselekmények hatékony és eredményes megeldzésnek és felderitésnek:

* a biincselekmények elkovetével szemben alkalmazott biintetések és intézkedések
végrehajtasanak;

* akozbiztonsag hatékony és eredményes védelmének:

* harmadik személy alapvets jogai védelmének biztositasahoz.

Helyesbitéshez valé jog

A helyesbitéshez valé jog érvényesiilése érdekében a Hivatal, ha az altala, illetve a
megbizasabdl vagy rendelkezése alapjan eljar6 adatfeldolgozé altal kezelt személyes adatok
pontatlanok, helytelenek vagy hidnyosak, azokat — kiilsndsen az Erintett kérelmére —
haladéktalanul pontositia vagy helyesbiti, illetve ha az az adatkezelés céljaval
Osszeegyeztethetd, az Erintett altal rendelkezésére bocsétott tovabbi személyes adatokkal vagy

az Erintett altal a kezelt személyes adatokhoz filizott nyilatkozattal kiegésziti, helyesbiti.
A Hivatal mentesiil a helyesbités kételezettsége alol, ha

® apontos, helytillo, illetve hianytalan személyes adatok nem allnak rendelkezésére és
azokat az Erintett sem bocsatja rendelkezésére, vagy
o az Erintett altal rendelkezésére bocsatott személyes adatok valodisiga kétséget kizaroan

nem allapithaté meg.

Adatkezelés korlatozasahoz valé jog

Az adatkezelés korlatozasahoz valo Jjog érvényesiilése érdekében a Hivatal, illetve az 4ltala
megbizott vagy rendelkezése alapjan eljar6 adatfeldolgozé a korlatozassal ¢rintett személyes
adatokkal a tarolason tul egyeb adatkezelési miiveletet kizérolag az Erintett jogos érdekének

¢rvényesitése céljabdl vagy torvényben, illetve nemzetkozi szerzédésben meghatarozottak

szerint végezhet.
Az adatkezelés korlatozasa alkalmazhato:

* ha az Erintett vitatja a Hivatal, illetve a megbizasabol vagy rendelkezése alapjan eljaré
adatfeldolgozo altal kezelt személyes adatok pontossagat, helytallésagat vagy

hidnytalansdgat, és a kezelt személyes adatok pontossaga, helytallosdga vagy
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hidnytalansiga kétséget kizaréan nem allapithaté meg, a fennalld kétség tisztazasanak
idotartamara;

e ha az adatok torlésének lenne helye, de az Erintett irasbeli nyilatkozata vagy a Hivatal
rendelkezésére 4116 informaciok alapjan megalapozottan feltételezhetd, hogy az adatok
torlése sértené az érintett jogos érdekeit, a t6rlés melldzését megalapozo jogos erdek
fennallasanak idotartamara;

o ha az adatok torlésének lenne helye, de a Hivatal vagy mas kozfeladatot ellato szerv
altal vagy részvételével vegzett, jogszabalyban meghatarozott vizsgalatok vagy
eljarasok — igy kilondsen biintetoeljaras — soran az adatok bizonyitékként valo
megOrzése sziikséges, ezen vizsgalat vagy eljaras vegleges, illetve jogerds lezarasaig;

e ha az adatok torlésének lenne helye, de az a GDPR-ben vagy més vonatkozod
jogszabalyban foglalt dokumentaciés kotelezettség teljesitese céljabol az adatok
megorzése sziikseéges a jogi eléirasban meghatarozott id6tartamig.

Az adatkezelési korlatozas megsziintetése esetén a Hivatal az adatkezelés korlatozasanak

feloldasarol az Erintettet elozetesen tdjékoztatja.

Torléshez valo jog

A torléshez valé jog érvényesitese érdekében a Hivatal haladéktalanul torli az Erintett

személyes adatait, ha:

o az adatkezelés jogellenes, igy kilonosen, ha az adatkezelés:
e atorvényben rogzitett alapelvekkel ellentétes,
e célja megszint vagy az adatok tovabbi kezelése mar nem sziikséges az
adatkezelés céljanak megvalosulasahoz,
e torvényben vagy nemzetkdzi szerzbdésben meghatarozott idotartama eltelt,

vagy
e jogalapja megszint és az adatok kezelésének nincs masik jogalapja;

o az Erintett az adatkezeléshez adott hozzaj 4rulasat visszavonja vagy személyes adatainak
t5rlését kérelmezi, kivéve, ha az adatok kezelése jogszabalyi eldirason alapul (kotelezo
adatkezelés);

o az adatok torlését jogszabaly, a Hatosag vagy a birdsag elrendelte, vagy

e az adatkezelés korlatozasara meghatarozott idotartam eltelt.
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Ha az Erintett a Hivatal, illetve a megbizasabdl vagy rendelkezése alapjan eljar6 adatfeldolgozd
altal kezelt személyes adatok helyesbitésére, torlésére vagy ezen adatok kezelésének
korlatozasara vonatkozé kérelmét a Hivatal elutasitja, az Erintettet irasban, haladéktalanul
tajékoztatja:
* azelutasitds tényérél, annak jogi és ténybeli indokairél, valamint
e az FErintettet a térvény alapjan megilletd jogokrol, valamint azok érvényesitésének
modjéarol, igy kiilondsen arrdl, hogy a Hivatal, illetve a megbizasabol vagy rendelkezése
alapjan eljar6 adatfeldolgozé altal kezelt személyes adatok helyesbitésére, torlésére
vagy ezen adatok kezelésének korlatozasara vonatkozé jogat a Hatésag
kozremiikodésével is gyakorolhatja.
A tajékoztatas teljesitését a Hivatal az elérni kivant céllal aranyosan késleltetheti, a tajékoztatas
tartalmat korlatozhatja vagy a tajékoztatast mellézheti az ~elozetes tajékoztatashoz valé jog”

cimszé alatt meghatarozott esetekben.

Ha a Hivatal az altala, illetve a megbizasabol vagy rendelkezése szerint eljar6 adatfeldolgozé
altal kezelt személyes adatokat helyesbiti, torli vagy ezen adatok kezelését korlatozza, ezen
intézkedés tényérdl és annak tartalméarol értesiti azon adatfeldolgozokat, amelyek részére az
adatot ezen intézkedését megel6zden tovabbitotta, annak érdekében, hogy azok a helyesbitést,

torlést vagy az adatok kezelésének korlatozasat a sajat adatkezelésiik tekintetében végrehajtsak.

Hatésagi jogorvoslathoz valé jog
Jogainak érvényesitése érdekében az Erintett

* a Hatosag vizsgalatat kezdeményezheti az Adatkezeld intézkedésének jogszeriiségi
vizsgalata céljabol, ha az Adatkezels a Jogainak érvényesitését korlatozza vagy ezen
Jogainak érvényesitésére iranyulo kérelmét elutasitja, valamint

* a Hatosag adatvédelmi hatosagi eljarasanak lefolytatasat kérelmezheti, ha megitélése
szerint személyes adatainak kezelése soran az Adatkezelo, illetve az altala megbizott
vagy rendelkezése alapjan eljaro adatfeldolgozd megsérti a szemelyes adatok kezelésére

vonatkozo jogszabalyi el$irasokban meghatdrozott elbirasokat.
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Birésagi jogorvoslathoz valé jog

Az Erintett - a Hivatal, mint Adatkezeld ellen - birosaghoz fordulhat, ha megitelése szerint a
Hivatal a személyes adatkat a személyes adatok kezelésére vonatkozd jogszabalyokban

meghatarozott el6irdsok megsértésével kezeli.

Azt, hogy az adatkezelés a szemelyes adatok kezelésére vonatkozé jogszabéalyban

meghatarozott el6irasoknak megfelel, a Hivatal, mint Adatkezeld koteles bizonyitani.

A pert az Erintett — valasztasa szerint — a lakohelye vagy tartozkodasi helye szerint illetekes

torvényszék elétt is megindithatja.

A perben fél lehet az is, akinek egyébként nincs perbeli jogképessége. A perbe a Hatosag az

Erintett pernyertessége érdekében beavatkozhat.
Ha a birosag a kérelemnek helyt ad, a jogsértés tényéet megallapitja és az Adatkezelot

e ajogellenes adatkezelési miivelet megsziintetésere,

o az adatkezelés jogszerliségének helyreallitasara, illetve

o az Erintett jogai érvényesiilésének biztositasara pontosan meghatarozott magatartas
tantsitasara kotelezi, és szikség esetén egyuttal hataroz a kartérités, sérelemdij iranti

igényrdl is.

Tiltakozashoz valo jog
Az Erintett tiltakozhat személyes adatanak kezelése ellen, ha

e a személyes adatok kezelése vagy tovéabbitasa kizarélag a Hivatalra vonatkozd jogi
kotelezettség teljesitésehez vagy a Hivatal vagy harmadik személy jogos érdekének
érvényesitéséhez sziikséges, kivéve, ha az Adatkezeld bizonyitja, hogy az adatkezelést
olyan kényszeritd erejii jogos okok indokoljak, amelyek elsébbséget élveznek az
Erintett érdekeivel, jogaival és szabadsagaival szemben, vagy amelyek jogi igények
eléterjesztéséhez, érvényesitéschez vagy védelméhez kapcesolodnak;

e aszemélyes adat felhasznalasa vagy tovabbitasa kozvetlen iizletszerzés, kozvélemeny-
kutatas vagy tudomanyos kutatas céljara torténik;

A Hivatal a tiltakozast a kérelem benyujtasatol szamitott legrovidebb id6n beliil, de legfeljebb
15 napon beliil megvizsgalja, annak megalapozottsaga kérdésében dontést hoz és dontésérol a
kérelmez6t irasban tajékoztatja. Ha a Hivatal az érintett tiltakozasanak megalapozottsagat

megallapitja, az adatkezelést — beleértve a tovabbi adatfelvételt és adattovabbitast is —
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megszunteti és az adatokat zarolja, valamint a tiltakozasrol, tovabba az annak alapjan tett
intézkedésekrl értesiti mindazokat, akik részére a tiltakozassal Erintett személyes adatot
korabban tovabbitotta és akik kételesek intézkedni a tiltakozasi jog érvényesitése érdekében.
Amennyiben az Erintett a Hivatal meghozott dontésével nem ért egyet, illetve, ha a Hivatal a
kivizsgalasra rendelkezésére all6 hataridét elmulasztja, az Erintett — a déntés kozlésétol, illetve

a hataridé utols6 napjatdl szamitott 30 napon beliil - birésaghoz fordulhat.

Kartéritéshez valé jog

A Hivatal az Erintett személyes adatainak jogellenes kezelésével vagy az adatbiztonsag
kovetelményeinek megszegésével okozott kart kételes megtériteni. Az érintettel szemben a

Hivatal felel az adatfeldolgozé 4ltal okozott karért is.

A Hivatal mentesiil a felel6sség al6l, ha bizonyitja, hogy a kart az adatkezelés korén kiviil es

elharithatatlan ok idézte el6.

6. Adattovabbitas

A Hivatal meghatérozott célbél — igy kiilonésen a Jjogszabalyban meghatarozott kotelezettség,
munkaviszonybdl sziarmazé munkaltatdi kotelezettség teljesitése érdekében, illetve valamely

harmadik személlyel fennallo szerzédés teljesitése érdekében — az Erintettek szemé¢lyes adatait

tovabbithatja.

Adattovabbitas esetén — jogszabalyon alapul6 adattovéabbitas kivételével — a Hivatal kizarélag
olyan cimzettek részére tovabbitja az Erintett szemé€lyes adatait, amelyek az Eurépai Unio
teriiletén székhellyel rendelkeznek, vagy amelyek megfelel$ garanciakat nyujtanak arra, hogy

az altaluk torténd adatkezelés a GDPR kovetelményeinek megfelel.

Amennyiben a Hivatal mégis személyes adatot harmadik orszagba — tehat az Eurépai Unidn
kiviili orszagba — vagy nemzetkézi szervezet részére tovabbit (vagy harmadik orszagban
miikddod adatkezeld vagy nemzetkdzi szervezet szamara elérhet6vé tesz), ugy a Hivatal kételes
arrol gondoskodni, hogy a harmadik orszagban miik&do cimzett, illetve a nemzetkozi szervezet
az Erintett szemelyes adataival kapcsolatosan a Hivatal altal biztositott védelemmel azonos

mértékll védelmet biztositson a GDPR V. fejezetében foglaltaknak megfeleléen.
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7. Erdekmérlegelési teszt, adatvédelmi hatasvizsgalat, elézetes konzultacio
Erdekmérlegelési teszt

Amennyiben az adatkezelés a Hivatal, mint Adatkezeld vagy egy harmadik fél jogos érdekeinek
érvényesitéséhez sziikséges, azaz jogos érdeken alapul, akkor az adatkezelés megkezdése elott

érdekmérlegelési teszt készitése szikséges.
Az érdekmérlegelési teszt elkészitésébe a Jegyz6 az adatvédelmi tisztviselot koteles bevonni.

Az érdekmérlegelési tesztet az alabbi, fobb szempontok figyelembevételével €s minimalis

tartalommal kell elkésziteni:

o a7z adatkezeléséhez fizddo jogos érdek meghatarozasa, leirasa (a jogszabalyi alapok
megjelolésével);

o az adatkezelés célja, jellemzdi (kezelt adatok kore, az adatkezelés sziikséges
id6tartama);

o az adatkezelési cél eléréséhez az adatkezelés targyat képezd személyes adatok
feltétleniil sziikséges és alkalmas voltanak bemutatasa;

e annak vizsgalata és bemutatdsa, hogy rendelkezésre all-e alternativ, az Erintett
szempontjabol kevésbé korlatozo megoldas, mellyel a jogos érdek érvényesitése
biztosithato;

o a7 Frintett adatkezeléssel kapesolatos érdekeinek bemutatasa;

o az adatkezelés soran alkalmazott adatbiztonsagi intézkedések;

e annak vizsgalata és bemutatasa, hogy az adatkezeld jogos érdekén alapulva végzett

adatkezelés az érintett jogait aranyosan korlatozza.

Adatvédelmi hatasvizsgalat

A Hivatal olyan uj adatkezelési tevékenységet tervez végezni, amely Uj technologiakat
alkalmaz, figyelemmel annak jellegére, hatdkorere, koriilményére és  céljaira,
valészintisithetden magas kockazattal jar a természetes személyek jogaira és szabadsagaira
nézve, akkor az adatkezelést megelozoen hatasvizsgalatot végez arra vonatkozoan, hogy a
tervezett adatkezelési miiveletek a személyes adatok védelmét hogyan érintik. Olyan
egymashoz hasonld tipust adatkezelési miiveletek, amelyek egymashoz hasonlé magas

kockazatokat jelentenek, egyetlen hatasvizsgalat keretei kozott is értékelhetdek.
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Ha az elvégzett kockazatbecslés alapjan a tervezett adatkezelés valdszintisithetéen az
Erintetteket megilletd, valamely alapvetd jog érvényesiilését lényegesen befolyasolja (a
tovabbiakban: magas kockazatu adatkezelés), a Hivatal az adatkezelés megkezdését
megel6zden irdsban elemzést készit arrol, hogy a tervezett adatkezelés az Erintetteket megilletd
alapvet6 jogok érvényesiilésére milyen varhat6 hatdsokat fog gyakorolni (a tovabbiakban:

adatvédelmi hatasvizsgélat).

® Az adatvédelmi hatasvizsgalat tartalmazza legalabb:

® atervezett adatkezelési miveletek 4ltalanos leirasat,

o azérintettek alapvetd jogainak érvényesiilését fenyegeto,

e azadatkezel? altal azonositott kockézatok leirdsat és jellegét,

* aze kockdzatok kezelése céljabol tervezett, valamint

* aszemelyes adatokhoz f{iz6d6 jog érvényesiilésének biztositasara iranyulo,

az Adatkezel§ altal alkalmazott intézkedéseket.

Elézetes konzulticio

Ha az adatvédelmi hatdsvizsgalat eredménye alapjan megallapithato, hogy a tervezett
adatkezelés magas kockazati lenne vagy a Hatosag dltal kozzétett, magas kockdzatd
adatkezelésnek mindsitett adatkezelés-tipus kérébe tartozik, a Hivatal az adatkezelés
megkezdését megelézden konzultaciot kezdeményez a Hatosaggal (a tovabbiakban: elozetes

konzultacio).

A Hivatal az el6zetes konzultacio kezdeményezésével egyidejlileg a Hatosag rendelkezésére
bocsatja az adatvédelmi hatasvizsgélat eredményét, tovabba gondoskodik a Hatésag altal az

esetlegesen feltirt hidnyossagok megsziintetésére vonatkozéan javasolt intézkedések
végrehajtasarol.
Kotelezd adatkezelés esetén az adatvédelmi hatasvizsgalatot, illetve az elézetes konzultaciot az

adatkezelést el6iré jogszabaly el6készitbje folytatja le.
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8. Adatvédelmi incidens

Adatvédelmi incidens: a biztonsag olyan sériilése, amely a tovabbitott, tarolt vagy mas modon
kezelt személyes adatok véletlen vagy jogellenes megsemmisitését, elvesztését,
megvaltoztatasat, jogosulatlan kozlését vagy az azokhoz valo jogosulatlan hozzaferést

eredményezi.
Az adatvédelmi incidens megfeleld és kell6 ideju intézkedés hianyaban

o fizikai,
e vagyoni vagy

e nem vagyoni karokat okozhat a természetes személyeknek.

Tobbek kozott a személyes adataik feletti

o rendelkezés elvesztéset,
o jogaik korlatozasat,
e hatranyos megkiilonboztetést,
e személyazonossag-lopast,
o személyazonossaggal valo visszaélést,
e pénziigyi veszteséget,
e dlnevesités engedély nélkili feloldasat,
e j6 hinév sérelmét,
o szakmai titoktartasi kotelezettség altal védett személyes adatok bizalmas jellegének
sérilését,
e illetve a széban forgd természetes személyeket sjto egyéb jelentds gazdasagi vagy
szocialis hatranyt.
Ezért a jelen Szabalyzat hatdlya al4 tartozo személyek, barmely, az Adatkezeld altal vagy
kozremiikodésével miikodtetett informatikai rendszer vagy manudlis adatkezelés esetében
haladéktalanul, de legkésébb 24 oran belil kotelesek jelenteni az adatvédelmi tisztviseld €s a
jegyz6 szamara, ha adatvédelmi incidens gyantja meriil fel, vagy ha biztos tudomasa van arrol,
hogy adatvédelmi incidens tortént. A bejelentést elsdsorban munkaidében, telefonon keresztiil
kell megtenni, és azt kovetoen az adatvédelemi tisztviseld részére kiildott elektronikus levél

formajaban is meg kell erdsiteni.
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Az adatvédelmi tisztviselé és a Jegyz0 a szamukra jelzett, vagy sajat feladat- vagy
hataskériikben megéllapitott adatvédelmi incidens felderitése és sulyossaganak megallapitasa

erdekében az alabbiak szerint jar el:

* Adatkezel6 minden sziikséges intézkedést megtesz az adatvédelmi incidensek
elkertilése érdekében.

* Amennyiben mégis adatvédelmi incidens kévetkezik be az adatvédelmi tisztvisel
felveszi a kapcsolatot az adatvédelmi incidenssel érintett informatikai rendszer
rendszergazdajaval, az adatvédelmi incidenssel érintett adatkezelési folyamat
adatgazdajaval, és ha azonosithaté ilyen, az incidenst el6idéz6 személlyel.

® Az adatvédelmi tisztvisel6 a felderités sordn kategoridkba sorolja az adatvédelmi

incidenst.

Adatvédelmi incidensek kategéridi

Alacsony szintii adatvédelmi incidens
A személyes adatok elhanyagolhaté kérének jogosulatlan tovabbitasa, megvaltoztatasa,

nyilvdnossagra hozatala, szandékolt, vagy véletlen torlése vagy megsemmisitése, vagy mas

Jogellenes adatkezelési eset.
Kozepes szintii adatvédelmi incidens

A személyes adatok csekély korének megvaltoztatasa, jogosulatlan tovabbitasa, nyilvanossagra
hozatala, szandékolt, vagy véletlen torlése vagy megsemmisitése, vagy mas jogellenes

adatkezelési eset.

Magas szintii adatvédelmi incidens

A személyes adatok széles kérének jogosulatlan megvaltoztatasa, tovabbitasa, nyilvanossagra
hozatala, szandékolt, vagy véletlen torlése vagy megsemmisitése, vagy mas jogellenes
adatkezelési eset, illetve az adatok koérétsl fiiggetleniil minden olyan eset, amikor
valdsziniisithetd, hogy az incidensnek az érintettre hatranyos hatésa van, vagy biztosra veheto,

hogy az incidensnek az érintettre hatranyos hatéasa van.
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Intézkedések

Alacsony szintii adatvédelmi incidens

Az adatvédelmi tisztviseld legkésdbb a tudomasszerzéstol szamitott 24 6ran belil az

érintett rendszer rendszergazdajaval (amennyiben informatikai rendszerrel €rintett az

adatvédelmi incidens) és az adatvédelmi incidenssel érintett adatkezelési folyamat

adatgazdajaval meghatarozza az adatvédelmi incidens kezelésének modjat és felhivja az

intézkedésre jogosult személyt az incidens kezelésére és rogziti az adatvédelmi incidenst

az incidensek nyilvantartaséaba.

Kozepes szintii adatvédelmi incidens

Az adatvédelmi tisztviseld:

haladéktalanul, de legkésdbb a tudomasszerzéstél szamitott 24 oran belil a
Jegyzovel tortént egyeztetést kovetben munkacsoportot hiv dssze, amelyben részt
vesz az adatvédelemért tisztviselon kivil a rendszergazda (amennyiben
informatikai rendszerrel érintett az adatvédelmi incidens), az adatvédelmi
incidenssel érintett adatkezelési folyamat adatgazdaja és a Jegyz0,

rogziti az adatvédelmi incidenst az incidensek nyilvantartasaban,

értesiti a Hatosagot 72 oran belill az adatvédelmi incidensrél, ha az adatvédelmi
incidens valosziniisithetéen kockézattal jar az Erintett vagy mas Erintettek jogaira
és szabadsagaira nézve és a munkacsoport meghatérozza az adatvédelmi incidens
kezelésének modjat és felhivja az intézkedésre jogosult személyt az incidens

kezelésére.

Magas szintii adatvédelmi incidens

Az adatvédelmi tisztviselo

haladéktalanul, de legkésdbb a tudomasszerzéstdl szamitott 24 oran belil a
JegyzOvel tortént egyeztetést k&vetben munkacsoportot hiv dssze, amelyben részt
vesz az adatvédelmi tisztviselén kiviil a rendszergazda (amennyiben informatikai
rendszerrel érintett az adatvédelmi incidens), az adatvédelmi incidenssel érintett
adatkezelési folyamat adatgazdéja és a Jegyzo. A munkacsoport meghatarozza az
adatvédelmi incidens kezelésének modjat és felhivja az intézkedésre jogosult
személyt az incidens kezelésére, tovabba meghatarozza az Erintettek értesitésének
modjat, az értesités tartalmat, &s gondoskodik az Erintettek haladéktalan
értesitésérol,
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® 10gziti az adatvédelmi incidenst az incidensek nyilvantartasaban,
e értesiti a feliigyeleti Hatésagot a tudomasszerzéstdl szamitott 72 Oran beliil az

adatvédelmi incidensrél.

Adatvédelmi incidens nyilvantartasa

Az Adatkezelo az adatvédelmi tisztviseld Utjan az adatvédelmi incidenssel kapcsolatos
intézkedések ellendrzése, valamint az érintett tajékoztatdsa céljabol az adatvédelmi
incidensekrél nyilvantartast vezet, amely tartalmazza

* azadatvédelmi incidens rovid leirasat,

* az ¢rintett személyes adatok korét,

¢ az adatvédelmi incidenssel érintettek korét és szamat,

e azadatvédelmi incidens idpontjat,

e az adatvédelmi incidens kériilményeit, hatésait,

e az adatvédelmi incidens orvoslasara megtett intézkedéseket,

e azadatkezelést el6iré jogszabalyban meghatarozott egyéb adatokat.
A nyilvantartasban szereplé adatvédelmi incidensekre vonatkoz6 adatokat 5 évig meg kell

Orizni.

Erintettek tajékoztatdsa

Amennyiben az FErintett ezt kéri, az Adatkezel6 az adatvédelmi tisztvisel$ bevonasaval
tdjékoztatast ad az érintett személyes adatdra is Kiterjedd adatvédelmi incidensekkel

kapcsolatban. Adatkezel6 nem kételes tajékoztatni az érintettet az adatvédelmi incidensrol, ha

* Az Adatkezel6 megfelelé technikai és szervezési védelmi intézkedéseket hajtott
végre, és ezeket az intézkedéseket az adatvédelmi incidens altal Erintett adatok
tekintetében alkalmazta (kiilénésen azokat az intézkedéseket - mint példaul a
titkositas alkalmazasa, amelyek a személyes adatokhoz val6 hozzaférésre fel nem
Jogositott személyek szamara értelmezhetetlenné teszik az adatokat).

® AzAdatkezel az adatvédelmi incidenst kivetéen olyan tovabbi intézkedéseket tett,
amelyek biztositjak, hogy az Erintett Jogaira és szabadsagaira jelentett magas

kockazat a tovabbiakban valosziniisithetéen nem valésul meg.
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e A tajékoztatas aranytalan eréfeszitést tenne sziikségessé az Adatkezeld részérol.
Ilyen esetekben az Erintetteket nyilvanosan kozzétett informaciok utjan kell
tajékoztatni, vagy olyan hasonlé intézkedést kell hozni, amely biztositja az

Erintettek hasonloan hatékony tajékoztatasat.
Ha Adatkezeld nem értesitette az Erintettet az adatvédelmi incidensrél, az incidens bejelentését
kovetben a Hatosag, miutan mérlegelte, hogy az adatvédelmi incidens valosziniisithetoen
magas kockazattal jar-e, elrendelheti az érintett tdjékoztatasat, vagy megéallapithatja, hogy az

Erintett tajékoztatisa a fentebb felsorolt valamely ok miatt nem sziikseges.

Ha az adatvédelmi incidens valoszintsithetéen magas kockazattal jar a természetes szemeélyek
jogaira és szabadsagaira nézve, az Adatkezelé indokolatlan késedelem nélkiil koteles irasban,
vagy ha rendelkezésre all email cim, akkor e-mailben tajékoztatni az Erintettet az adatvédelmi
incidensr6l. A tajékoztatasban vilagosan ¢és kozérthetéen ismertetni kell az adatvédelmi

incidens jellegét, és kozolni kell legalabb az alabbi informéciokat:

o az adatvédelmi tisztviseld vagy a tovabbi téjékoztatast nyujto egyéb kapesolattartd
nevét és elérhetdségeit;

e ismertetni kell az adatvédelmi incidensbdl  eredd, valoszinisitheto
kovetkezményeket;

e ismertetni kell az Adatkezeld altal az adatvédelmi incidens orvoslasara tett vagy
tervezett intézkedéseket, beleértve adott esetben az adatvédelmi incidensbol eredd

esetleges hatranyos kdvetkezmények enyhitését c€lzo intézkedéseket.

Adatvédelmi incidens az adatfeldolgozénal

Adatvédelmi incidens nem csak Adatkezelénél meriilhet fel, hanem a vele szerzodéses
kapcsolatban 4ll6 adatfeldolgozonal is.

Ha az adatfeldolgozo rendszerében észlel adatvédelmi incidenst, indokolatlan késedelem nélkil
koteles bejelenteni azt Adatkezelonek, illetve amennyiben nem lehetséges az informaciokat
egyidejiileg kozolni, azokat kételes tovabbi indokolatlan késedelem nélkiil akar részletekben is

kozolni.

Amennyiben Adatkezeld észlel adatvédelmi incidenst valamely adatfeldolgozojanal, vagy

adatvédelmi incidens gyantja meriil fel, akkor Adatkezelé az Adatfeldolgozé egyidejl
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ertesitésével lefolytatja az adatvédelmi incidens azonositasaval és kezelésével kapcsolatos,

jelen pont szerinti eljarasat.

Az Adatfeldolgozé az - Adatfeldolgozasi szerzédésben foglal kotelezettsége szerinti - az
Adatkezel6vel egyeztetve koteles az incidens kezelésében egyiittmiikodni, illetve kételes
minden olyan megfelel6 technikai és szervezési intézkedéseket végrehajtani, ami a hasonlo,
vagy ugyanolyan adatvédelmi incidens elkeriilése érdekében szilikséges, és az incidens ismételt

bekovetkezésének lehetdségét kizarja.

Az adatvédelmi incidens bejelentésének elmaradasabol, az incidens nem megfelel6 kezelésébol

¢s az egylittmiikdési kotelezettség megszegésebol fakado feleldsség az adatfeldolgozét terheli.

9. Munkavégzéshez kapcsolédé elektronikus eszkozokhoz és tarhelyhez

kapcsolédo rendelkezések

E-mail fiok hasznalatinak ellenérzésével kapcsolatos adatkezelés

Ha a Hivatal e-mail fiokot bocsat a munkavallals rendelkezésére — ezen e-mail cimet és fiokot
a munkavillalo kizarélag munkakéri feladatai ccljdra hasznalhatja, annak érdekében, hogy a
munkavallalok ezen keresztiil tartsak egymassal a kapcsolatot, vagy a munkaltaté

képviseletében levelezzenek az ugyfelekkel, mas személyekkel, szervezetekkel.

A munkavallalé az e-mail fidkot személyes célra nem hasznélhatja, a fiokban személyes

leveleket nem tarolhat.

A munkaltaté jogosult az e-mail fiok teljes tartalmat és hasznalatat rendszeresen ellenérizni,
ennek soran az adatkezelés jogalapja a munkaltato jogos érdeke. Az ellenérzés célja az e-mail
fiok hasznalatira vonatkozd munkaltatoi rendelkezés betartasianak ellen6rzése, tovabba a

munkavallaléi kételezettségek (Mt. 11/A §) ellenérzése.
Az ellenérzésre a Jegyz6 vagy a munkaltatoi Jogok gyakorléja jogosult.

Amennyiben az ellenérzés kériilményei nem zarjak ki ennek lehetdségét, biztositani kell, hogy

a munkavallalé jelen lehessen az ellendrzés soran.

Az ellendrzés el6tt tajékoztatni kell a munkavallalét arrol, hogy milyen munkaltatéi érdek miatt

keriil sor az ellen6rzésre, munkaltat6 részérél ki végezheti az ellendrzést, - milyen szabalyok
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szerint keriilhet sor ellenérzésre (fokozatossag elvének betartasa) és mi az eljaras menete, -
milyen jogai és jogorvoslati lehetéségei vannak az e-mail fiok ellendrzésével egyiitt jaro

adatkezeléssel kapcsolatban.

Az ellendrzés soran a fokozatossag elvét kell alkalmazni, igy elsédlegesen az e-mail cimébol
és targyabol kell megallapitani, hogy az a munkavallalo munkakori feladataval kapcsolatos, €s
nem személyes célu. Nem személyes céli e-mailek tartalmat a munkaltato korlatozas nelkiil

vizsgalhatja.

Ha jelen szabalyzat rendelkezéseivel ellentétben az éllapithaté meg, hogy a munkavallalo az
email fiokot személyes célra hasznalta, fel kell szolitani a munkavallalot, hogy a személyes
adatokat haladéktalanul torolje. A munkavallalo tavolléte, vagy egyiittmiikodésének hianya
esetén a személyes adatokat az ellenérzéskor a munkaltaté torli. Az e-mail fiok jelen
szabalyzattal ellentétes hasznalata miatt a munkaltaté a munkavallaloval szemben munkajogi

jogkovetkezményeket alkalmazhat.

Szamitégép, laptop, tablet, mobiltelefon ellenérzésével kapesolatos adatkezelés

A Hivatal altal a munkavallalé részére munkavégzés céljara rendelkezésre bocsatott
szamitogépet, laptopot, tabletet, mobiltelefont a munkavallalé kizarolag munkakdri feladata
cllatasira hasznalhatja, ezek magancéli hasznalatat a Hivatal csak kiilon megallapodas
ellenében engedélyezi. Ezen eszk6zokon a munkavallalé semmilyen személyes adatot,
levelezését nem kezelhet, és nem tarolhat. A munkaltato ezen eszkozokon tarolt adatokat
cllenérizheti. Ezen eszkozok munkaltato altali ellendrzésére és jogkdvetkezményire az ,,E-mail

fi6k hasznalatanak ellendrzésével kapesolatos adatkezelés., rendelkezései az iranyadok.

A munkahelyi internethasznalat ellenérzésével kapesolatos adatkezelés

A munkavéllalo csak a munkakdri feladataval kapcsolatos honlapokat tekintheti meg, a

személyes céli munkahelyi internethasznalatot a munkaltaté nem engedélyezi.

A munkakori feladatként a Hivatal nevében elvégzett internetes regisztraciok jogosultja a

Hivatal, a regisztracié sordn a Hivatalra utaléd azonositét kell alkalmazni. Amennyiben a

32



személyes adatok megadasa is sziikséges a regisztraciohoz, a munkaviszony megsziinésekor a

Hivatal azok torlését koteles kezdeményezni.

A munkavallalé munkahelyi internethasznalatit a munkaltaté ellenérizheti, amelyre és
Jogkovetkezményire az »E-mail fiok hasznélatanak ellenérzésével kapcsolatos adatkezelés,,

rendelkezései az iranyadok.

10. Képvisel6-testiileti, bizottsagi iilések adatkezelése

A személyes adatok védelemének biztositisa az el6terjesztések, tajékoztatok kozzététele soran
a képvisel6-testiilet, valamint a képvisel6-testiilet bizottsagai részére késziils eloterjesztések,
tdjékoztatdk és azok mellékletei a szemelyes adatokat csak a jogszabély szerinti kotelezettség

teljesitése érdekében és csak a Jogszabaly szerinti terjedelemben tartalmazhatnak.

A személyes adatok védelmének biztositasa mellett zart ulés tartasa esetén is biztositani kell a
kozérdekii vagy kozérdekbsl nyilvanos adatok megismerését. A zart iilésen hozott déntések —

ide nem értve az érintett azonositasara alkalmas személyes adatokat — nyilvanosak.

A zart Glésen targyalt személyes adatokat is tartalmazé iigyek esetében hozott hatdrozatok
kozzététele soran az Erintett neve, az Erintett azonositasara alkalmas adat nyilvanossagra nem
hozhato, kézzé nem tehetd.

Nyilvénos iilés tartisa esetén az elbterjesztést készité Adatkezel gondoskodik arrél, hogy az
elterjesztés vagy annak melléklete csak akkor tartalmazzon személyes adatot, ha annak
kezeléséhez és nyilvanossagra hozatalahoz az Erintett irdsban hozzéjarult vagy jogszabaly a

nyilvanos adatkezelést el6irja.

11. Adatbiztonsagi intézkedések

A Hivatal valamennyi célu és Jogalapu adatkezelése vonatkozasaban a személyes adatok
biztonsaga érdekében koteles megtenni azokat a technikai és szervezési intézkedéseket és
kialakitani azokat az eljarasi szabdlyokat, amelyek a GDPR és az Infotv. érvényre juttatisdhoz

sziikségesek.
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Az Adatkezeld a személyes adatokat megfelel6 intézkedésekkel védi a véletlen vagy jogellenes
megsemmisités, elvesztes, megvaltoztatas, sérillés, jogosulatlan nyilvanossagra hozatal vagy az

azokhoz valé jogosulatlan hozzaférés ellen.

A Hivatal a személyes adatokat bizalmas adatként minésiti és kezeli. A munkavallalokkal a

személyes adatok kezelésére vonatkozéan titoktartasi kotelezettséget ir eld.

Valamennyi munkavallalo, alkalmazott ill. polgarmesteri, elndki tisztséget betsltd személy (a
tovabbiakban: alkalmazott) koteles: a GDPR-én. és az agazati jogszabalyok, valamint jelen

szabalyzat adatvédelmi eldirasait megismerni és betartani,

e indokolt esetben elézetesen egyeztetni az adatvédelmi tisztviselével a személyes
adatok kezelését érintd tigyekben:

o tijékoztatni a JegyzOt a feladatkorében felmeriilt barmely egyéb agazati
adatvédelmi problémarol, adatkezeléssel kapesolatosan feltart visszassagrol,

e azadatvédelmi tisztviseld altal szervezett adatvédelmi képzésen részt venni.

A munkavégzés szabalyai:

Az alkalmazottak irodai helyiségiiket és az irat €s adattarolasra hasznalt berendezéseket
munkaidében fokozott gondossaggal kotelesek rizni. Az alkalmazott koteles a szamitogépet
és az ahhoz alkalmazott adathordozokat gy kezelni, tarolni, hogy a védelmet igényl6 adatokat
illetéktelen személy ne ismerhesse meg. Koteles tovabba a munkaidé végeztével a szamitogepet

kikapesolni, az irodahelyiseég ajtajat lehetoség szerint bezarni.

Személyes adatokat is tartalmazo iratot vagy mas adathordozot (a tovabbiakban egyiitt: irat) az
Adatkezeld helyiségeib6l kivinni - munkakéri feladat ellatasanak kivételével - csak indokolt
esetben, a felettes vezetd egyetértésével lehet. Az alkalmazott ez esetben is kdteles gondoskodni
arr6l, hogy az irat ne vesszen el, ne rongalodjon vagy semmisiljon meg és tartalma illetéktelen

személy tudomasara ne jusson.

Az alkalmazott a nala 1évd iratokat koteles munkaidén tal - és amelyeket lehetséges
munkaidében is - elzart helyen tartani. Munkaidében iratok csak a munkavégzés céljabol és a

munkavégzéshez sziikséges id6tartamban lehetnek.

A képviseld-testiileti, bizottsagi s telepiilési kisebbségi onkormanyzati jegyzokonyvek kozil
a zart iilések jegyzOkonyveit fokozott gondossaggal kell kezelni. A zart iilések jegyzokonyveit

kiilon kell leflizni vagy bekdttetni, zérhatd szekrényben kell tarolni.
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Akar alkalmazottnal, akar irattarban 1évé iratba az lgyintéz6 alkalmazotton kiviil mas személy
- a vonatkozo eljarasjogi szabalyok szerint - csak akkor tekinthet be, ha ezt jogszabaly lehetdvé
teszi. A betekintési jog gyakorldsa soran ugy kell eljarni, hogy ezaltal masok személyes
adatainak védelméhez fiiz6d6 jogai, illetve személyiségi jogai ne sériilhessenek. Jelen pont

rendelkezéseit kell alkalmazni a masolat, kivonat készitésekor is.

Az alkalmazottak a munkavégzés, illetve feladatellatds soran keletkezett személyes adatot is
tartalmazé  elektronikus  dokumentumokat csak a munkavégzés céljara  szolgalo

szamitastechnikai eszk$zokon nyithatjak meg. Tovabba:

* A munkavégzésre, illetve feladatellatasra hasznalt eszkozt, amelyen az Adatkezeld
altal kezelt vagy feldolgozott személyes adat is megtalalhatd, minden esetben jelszo
védelemmel kell hasznélni. Az alkalmazott kételes az Adatkezel6 altal biztositott
késziiléken jelszé védelmet létrehozni, tovabba a késziiléket folyamatosan jelszo
védelemmel ellatva hasznalni, melyet kizarolag az alkalmazott ismer. A hozzaférési
kodokat az alkalmazottak bizalmasan kételesek kezelni. Az alkalmazott koteles a
kodot az eszkdz visszaaddsanak napjan az Adatkezel szamara megadni vagy az
eszkozt koddal nem védett allapotban visszaszolgaltatni.

® A munkavégzés, illetve feladatellatas céljara atadott eszkozoket kizarolag az
alkalmazottak hasznélhatjak, hozzatartozéik vagy mas személy szamara nem

engedélyezett a hasznalat.

Szemelyes adatok kezelésére vonatkozo kiilénds rendelkezések

° Apapiralapu, személyes adatokat tartalmazé munkadokumentumokat olyan médon
kell kezelni, térolni, hogy azokat csak az erre a feladatra megbizott alkalmazott
érhesse el.

* Ha a papir alapu, személyes adatokat tartalmazé munkadokumentumok hasznalata
mar nem sziikséges, olyan moédon kell azokat megsemmisiteni (pl.: irat
ledaraldsaval), hogy a megsemmisitést kovetéen ne lehessen azok tartalmat
megallapitani.

® Tilos maganhasznalatu eszk6zon az Adatkezeld kezelésében vagy feldolgozasaban
Iévé  személyes adatot tarolni, kivéve, ha a tarolds a munkavégzéshez

elengedhetetleniil sziikséges és a tarolast a munkavégzést kovetden megsziintetik.
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e Az alkalmazott feladatellatasra szolgdld jogviszonya megsziinése esetén minden
személyes adatot tartalmazé papir alapu és elektronikus iratot, adatot koteles a
foglalkoztatasanak  utolso napjat megelézoen az Adatkezeld  részére
visszaszolgaltatni, azokrol masolatot nem tarthat maganal, melyr¢l atadas-atvételi
jegyzokonyvet kell késziteni.

e Minden alkalmazott koteles az altala hasznalt munkateriiletet olyan modon
hasznalni, hogy azon az Adatkezeld kezelésében vagy feldolgozasaban lévo,
személyes adatot is tartalmazo dokumentumok lehet6ség szerint szabadon ne
legyenek  hozzaférhetok.  Ilyen intézkedésnek  mindsiil  kiilondsen:
szamitastechnikai eszkozok jelszavas védelme, az irodahelyiség zarasa, az iratok
elhelyezése védett helyre. Adatkezelé minden alkalmazottja koteles biztositani €s
megfeleld intézkedéseket megtenni annak érdekében, hogy az Adatkezeld
valamennyi irodai teriiletére az Adatkezelével feladatvégzésre iranyulo
jogviszonyban nem &llo személy csak alkalmazott kiséretében léphessen be. Az
Adatkezelé teriiletére belépni jogosult személyek az Adatkezeld altal kezelt
személyes adatok megismerésére nem minden esetben jogosultak. Az
alkalmazottak kotelesek megtenni mindent annak érdekében, hogy az Adatkezeld
kezelésében allo személyes adatok biztonsagban legyenek, az ennek megsértésébol
az Adatkezel6t ért karért az adatvédelmi incidenst el6idézd személy teljes
felelosséggel tartozik.

o Személyes adatok csak biztonsagos kommunikacids csatorna alkalmazaséval,
illetve megfeleld titkositasi megoldassal adhatok at mas személynek.

e Amennyiben az Adatkezeld mas adatkezel6tél, az adathoz kapesolodo
rendelkezéssel fogad személyes adatot, valamennyi, az adattal érintkezo
felhasznalonak kotelessége az adattovabbito rendelkezéseit figyelembe venni.

e Harmadik személynek titoktartasi nyilatkozat hianyaban személyes adat nem

adhato ki.

Elektronikus rendszerekben tarolt adatok

A Hivatal altal kezelt személyes adatok jelentos része elektronikus rendszerekben van kezelve,
tarolva. A Hivatal minden, ezen védelmére vonatkozo intézkedését az Informacié Biztonsagi

Szabalyzataban (IBSZ) szabélyozza és rendeli el.
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Papir alapu adattarolds

A folyamatban lev§ munkavégzes, feldolgozas alatt levé iratokhoz csak az illetékes tigyintézok
férhetnek hozza, a szemelyzeti, a bér- és munkaiigyi més egy€b személyes adatokat tartalmazé

iratokat biztonsdgosan elzarva kell tartani.
Az archivalt iratokat az erre kijelolt irattarban kell elhelyezni.

Biztositani kell az adatok és az azokat hordozo eszkdzok, iratok megfelel6 fizikai védelmét.

12. Adatkezelési nyilvantartasok

Adatkezelési tevékenységek nyilvantartasa

Az Adatkezel6 és a képviselje a felelésségébe tartozoan végzett adatkezelési tevékenységekrol
irasban, ideértve az elektronikus dokumentumot is, nyilvantartast koteles vezetni a GDPR 30,

cikkének megfeleléen, ami a kévetkezé informaciokat tartalmazza:

e az Adatkezel neve és elérhetosége, valamint — ha van ilyen — a kozos
adatkezel6nek, az adatkezel§ képviselGjének és az adatvédelmi tisztviselbnek a
neve €s elérhetGsége,

® az adatkezelés céljai,

o az Erintettek kategoriainak, valamint a személyes adatok kategéridinak ismertetése,

® olyan cimzettek kategériai, akikkel a személyes adatokat kozlik vagy kozolni
fogjéak, ideértve a harmadik orszagbeli cimzetteket vagy nemzetkozi szervezeteket,

* adott esetben a személyes adatok harmadik orszagba vagy nemzetkézi szervezet
részére torténd tovabbitasara vonatkozé informaciok,

e ha lehetséges, a kiilonb6z6 adatkategoriak torlésére eléiranyzott hataridok,

e ha lehetséges, a GDPR 32. cikk (1) bekezdésében emlitett technikai és szervezési
intézkedések altalanos leirdsa.

Az Adatkezel$ és a képviseldje koteles a nyilvantartast megkeresés alapjan a feliigyeleti

hatésag részére hozzaférhetévé tenni.
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Adatkezelés-megsziintetési nyilvantartas

Nyilvantartast kell vezetni az adatkezelés megsziintetésére irdnyulo kérelmekrol. Ennek
hianyaban ellendrizni sem tudja az adatkezeld, hogy az tigyfélkorén beliil kik azok, akik a
megkeresésekhez nem jarultak hozza. A nyilvantartas megfeleld vezetése a jogszerliség,

atlathatosag, elszamoltathatosag elveinek érvényre juttatasat is alatamasztja.
Adatvédelmi incidensek nyilvantartasa

A 8. fejezet ,, Adatvédelmi incidens nyilvéntartasa ”- pontban részletesen kifejtésre keriilt az
adatvédelmi incidens nyilvéantartasi kdvetelményel.

Az adatvédelmi incidensek nyilvantartasaba a Hatdsag betekinthet €s azt ellendrizheti, annak
érdekében, hogy ellendrizhesse, hogy hogyan tortént a GDPR 33. cikk rendelkezéseinek

betartasat.

Zaro rendelkezések
A Szabalyzat kiaddsa napjan 1ép hatalyba és visszavonasig erveényes.

A Szabalyzat rendelkezéseit minden, a személyi hatdlya ala tartozo alkalmazott koteles
betartani. A szabalyzatban foglaltak be nem tartasa esetén a Hivatal jogosult hatranyos

jogkdvetkezményeket alkalmazni.

Jelen Szabalyzat hatélybalépésével egyidejiileg Batya Kozség Onkormanyzatanak 2023.

marcius 1-jén hatalyba 1épett Adatvédelmi és Adatbiztonsagi Szabélyzata hatalyat veszti.
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3.szami melléklet — adatvédelmi incidens nyilvantartas

Adatvédelmi incidens nyilvantartas

Adatkezel6 neve és elérhetiségei:

Adatvédelmi tisztvisel neve és

elérhetgségei:

az adatvédelmi incidens rovid leirasa

az érintett személyes adatok kore

az adatvédelmi incidenssel érintettek kore

és szama

az adatvédelmi incidens koriilményei,

az adatvédelmi incidens idépontja /
hatasai ’

az adatvédelmi incidens orvoslasara

megtett intézkedések

az  adatkezelést elgiré jogszabalyban

meghatirozott egyéb adatokat, megjegyzés
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